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conduct the necessary inspections
within their areas to ensure adherence
to procedural safeguards prescribed to
protect classified information. The Di-
rector, Office of Executive Administra-
tion shall ensure that periodic inspec-
tions are made to determine whether
procedural safeguards prescribed by
agency regulations are in effect at all
times.

[53 FR 7894, Mar. 11, 1988, as amended at 56
FR 59883, Nov. 26, 1991]

§ 60.14 Security investigations; train-
ing and orientation of employees.

(a) Requests for security clearances,
including changes in the level of clear-
ances, will be forwarded to the Office of
Personnel Administration for back-
ground investigations and security
checks. The Deputy Personnel Director
shall ensure that all necessary inves-
tigations are completed, and will pro-
vide a recommendation on the issuance
of a security clearance to the Office of
Executive Administration. The Direc-
tor, Office of Executive Administra-
tion, in consideration of all available
information, will determine if a secu-
rity clearance may be issued, or if the
level may be changed, and establish the
expiration date of the clearance.

(b) The Director, Office of Executive
Administration is also responsible for
establishing and maintaining a train-
ing and orientation program for em-
ployees concerned with classified infor-
mation or material.

[53 FR 7894, Mar. 11, 1988, as amended at 56
FR 59884, Nov. 26, 1991]

§ 60.15 Debriefing upon termination of
employment.

(a) Bureau directors and heads of
independent units (or classified secu-
rity control officers as designated by
the Director, Office of Executive Ad-
ministration) shall be responsible for
notifying the Office of Executive Ad-
ministration whenever it is necessary
that an employee be briefed or de-
briefed. Such notification should be in
writing and be at least sixty (60) days,
or as long as possible, in advance.

(b) Bureau directors and heads of
independent units (or classified secu-
rity control officers) shall ensure that
debriefings are accomplished for any
employee whose employment is termi-

nated, or scheduled to be terminated,
or when a temporary separation from
employment (not to include leave) for
sixty (60) days or more has occurred or
is scheduled, whenever the employee
has had access to classified informa-
tion within the last twelve calendar
months of his employment.

[56 FR 59884, Nov. 26, 1991]

§ 60.16 Responsibility of individual em-
ployees.

(a) The responsibility for the safe-
guarding of classified information shall
rest on each individual employee hav-
ing possession or knowledge of it, re-
gardless of how such information or
knowledge was obtained. In addition,
each individual employee is directly re-
sponsible for acquiring familiarity
with and complying with these and
subsequently published security regu-
lations.

(b) Any officer or employee, at any
level of employment, determined to
have been responsible for any release
or disclosure of national security infor-
mation or material in a manner not au-
thorized by Executive Order 12356 or
under this part, is subject to prompt
and stringent administrative action,
and, where a violation of criminal stat-
ute may be involved, is subject to pros-
ecution under applicable law.

§ 60.17 Loss or compromise; destruc-
tion of nonrecord classified infor-
mation.

(a) Any person who has knowledge of
the loss or possible compromise of clas-
sified information in the custody of the
Commission shall immediately report
the circumstances to the Office of Ex-
ecutive Administration. The Director,
Office of Executive Administration
shall initiate an inquiry to:

(1) determine cause,
(2) place responsibility, and
(3) take corrective measures and ap-

propriate administrative, disciplinary,
or legal action. If it is determined that
classified information has been com-
promised, the agency that originated
the information shall be notified of the
loss or possible compromise so that a
damage assessment may be conducted
and appropriate measures taken to ne-
gate or minimize any adverse effect of
the compromise.
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